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Information security policy

1. About this policy

The purpose of this information security policy is to define the context, ambition, and general
principles of Beijer Electronics regarding information security management. The policy is
complemented by other functional policies for relevant areas.

The policy is applicable to all employees.

2. Information security policy

Beijer Electronics develops and offers IT-solutions and products for process optimization in the
manufacturing, energy, infrastructure, and marine industries. Our clients include some of the most
renowned brands in the world that put great trust in our solutions for use in many of their business-
critical applications. Therefore, information security shall be a top priority for us. We shall ensure that
the most critical information and processes are protected and that critical security aspects of our
operations are handled in a systematic and effective way.
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To do this we shall;

Identify, assess, and classify the information and processes we handle according to
importance and criticality

Consider the confidentiality, integrity and availability of information and critical processes in
all relevant aspects of our operations

Ensure that Beijer Electronics comply to all relevant requirements including client and legal
requirements

Assign relevant roles and responsibilities for the effective management of information
security

Pro-actively identify and handle information security risks

Maintain documented policies and other documented information that to allow Beijer
Electronics to work in a systematic and safe way in all aspects of our operations

Maintain adequate infrastructure for the safe operation of Beijer Electronics processes
Work continuously to inform and train Beijer Electronics staff in information security

Regularly audit and test Beijer Electronics information security readiness

Beijer Electronics management team has implemented an Information Security Management System
(ISMS) in accordance with the requirements of the international standard ISO 27001 {and supporting
standards) to ensure a systematic and effective approach to information security.
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